[INSERT COMPANY NAME]

POLICY RE INFORMATION TECHNOLOGY USAGE

Information Technology (IT) for the purposes of this policy is the systems provided by [INSERT COMPANY NAME] for business use in any and all of [INSERT COMPANY NAME] offices.  Included in the definition of IT are the local and wide area network infrastructure including telephone, facsimile, personal organisers, palmtops PCs, notebooks, servers and the applications running on them.  More specifically this includes but is not limited to [INSERT COMPANY NAME]’s private telephone systems, email systems, voicemail systems, internet access and file storage.

USAGE PERMISSION:

As a growing company [INSERT COMPANY NAME] recognises the need to stay on the cutting edge of technology.  [INSERT COMPANY NAME]  provides IT systems primarily for business use.  Private use of these systems is permitted to the extent that such usage does not interfere with the duties and functions of the employee/individual or any other person or organisation and with prohibitions as described.  Determination of the suitability of any usage rests solely with [INSERT COMPANY NAME] Management.

USAGE PROHIBITIONS:

Prohibition in the use of [INSERT COMPANY NAME] IT systems as referred to above are:

· Employees are prohibited from the sending, receiving, downloading, displaying, printing or otherwise disseminating material that is sexually explicit, profane, obscene, harassing, fraudulent, racially offensive, defamatory or otherwise unlawful;

· Employees are prohibited from usage or copying of software in violation of license agreements or copyright;

· Employees are prohibited from usage of [INSERT COMPANY NAME] IT systems to interfere with the duties and functions of other persons or organisations;
· Employees are prohibited from the unauthorised usage of codes or passwords and/or other unauthorised access to information.
MONITORING/INVESTIGATING

Management reserves the right, for business and legal compliance purposes, to enter, search, and/or monitor private company IT systems including email, voicemail, internet, file storage etc (to encompass all of the broader definition above) without advance notice and consistent with applicable state, federal and international laws.  Employees learning of any misuse of the company’s IT systems shall notify a member of Management immediately.  All abnormal usage will be investigated thoroughly.  All passwords and access codes must be made available to [INSERT COMPANY NAME] Management upon request.

DISCIPLINARY ACTION:

Consistent with [INSERT COMPANY NAME] policies for Misconduct and Workplace Harassment & Discrimination ….. the violation of this policy may result in the following disciplinary action:

· Being placed in a Warning System;

· Being instantly dismissed;

· Being made subject to Civil or Criminal Court action.

This policy should be read in conjunction with policies for:  Dismissals, Warning System, Misconduct, Grievance & Disputes Handling Procedure and Workplace Harassment & Discrimination – Equal Employment Opportunity.
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